The main consequences for a lack of cyber preparedness are:

- **38%** Business disruption
- **35%** Impact to employee productivity
- **29%** Data loss/Impacts to regulatory compliance

Key Findings in the UK.
Over the last 12 months.

- **48%** of UK businesses have been affected by ransomware
- **50%** of those organisations affected paid the ransom
- **2-3 days** 33% of UK businesses affected by ransomware suffered between two and three days of downtime
- **19%** of organisations provide awareness training on an ongoing basis
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